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Abstract

Security is one of the most significant needs for

people everywhere. Likewise, people usually use a

safe deposit box (SDB) to store valuables for the

storage of goods. However, traditional SDB is very

easy to open or steal from criminals. For this reason,

an effective SDB system is needed to secure

valuables. This study proposed a two-factor

authentication for SDB based on fingerprint and PIN.
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The proposed SDB system is secure and more

efficient for storage system authentication in

embedded system environments. To be able to use

the system, the user must register. After being

registered in the system, the registered user will

perform authentication. The prototype of a safe

authentication system provides a basic overview of

integrating a fingerprint sensor, Arduino Mega 2560,

keypad, and safe deposit box with a simple

application. The prototype system that has been

designed can be used to solve access control security

problems in a safe system. Two alternatives of

fingerprint or PIN authentication provide

convenience and accuracy for safe authentication

systems. It is hoped that this design is an alternative

to a cheap SDB and secure to use.
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